
ACME uses infrastructure as code 
(IaC) to provision cloud resources 
and establish a source of truth. 

To help teams work together, ACME 
creates an integrated version 
control system and role-based 
access controls. 

Adopting a centralized secrets 
manager lets ACME find and 
manage static secrets and 
authorize all access requests.

ACME starts protecting secrets 
with identity-based, least- 
privileged access and begins 
encrypting network traffic.

ACME drafts disaster recovery 
policies and starts automating 
audits and dashboards.

Creating a private registry lets 
ACME publish tested and validated 
IaC for developers to use.

Using a global control plane, ACME 
is managing dynamic credentials, 
automating access, scanning for 
secrets, and recording sessions.

ACME employs automation to 
enforce security, regulatory, and cost 
control policies before deployment. 

Key lifecycle management and 
accelerated plug-in development 
help ACME deepen its ecosystem 
with advanced data protection.

Remediate

No-code provisioning standardizes 
application delivery across ACME.

ACME uses encryption as a service 
for a unified, transparent approach to 
encrypting data at rest and in transit. 

To detect infrastructure changes, 
ACME automates remediation and 
adds continuous validation via health 
checks and optimization workflows.

HIGH MATURITY

MEDIUM MATURITY

LOW MATURITY

ACME isn’t a real company, but cloud maturity can bring real benefits 
for your organization. Take our quiz to find your maturity level and 

learn how you can reach the highest rank.

Learn more

Cloud maturity refers to an organization’s ability 
to scale key technology and operational cloud 
practices enterprise-wide. Highly cloud-mature 
organizations invest more in the cloud, but they 
waste less and get a much better return.

Stronger security

Faster cloud development

Agile provisioning

Better staff retention

Stage 1: Adopting Stage 2: Standardizing Stage 3: Scaling

Individual engineering teams make 
tactical, ad hoc use of cloud services.

As part of a centralized cloud program,  
platform teams work with operations, 
security, and networking teams to build a 
common infrastructure foundation.

Platform teams spread key cloud practices 
across the org, including on-premises 
datacenters, and introduce self-service 
provisioning and automated remediation.

To see how orgs reach cloud maturity, consider ACME Industries, 
a hypothetical enterprise just starting its cloud adoption journey. 
This roadmap lays out the specific building blocks — Infrastructure 
and Security Lifecycle Management practices — ACME needs to 
incorporate to reach each stage of cloud maturity:

To achieve high cloud maturity, orgs must take a holistic approach to cloud infrastructure 
and security. This cloud maturity model offers a three-stage roadmap to get there:

The road to cloud maturity

Your path to 
cloud maturity

https://www.hashicorp.com/cloud-maturity-quiz

